Ethernet-kommyTaTtop arperaumn MES5448

TexHuuyeckoe onucaHue .ﬂ"e LTeX

— MponyckHaa cnocobHocTb 1,28 T6ut/c

— Hebnokupyemasa KommyTauMOHHAA maTpmua
— KommytaTtop L3

— CreKupoBaHue g0 8 ycTpoicTs

— 48 nopros 10G, 4 nopTta 40G

— Emkoctb Tabnmubl MAC-appecos — 131k

— Pe3epBupoBaHUE UCTOUHUKOB NUTAHUSA

— OybaupoBaHHas cucTema BEeHTUAALUU

— Front-to-Back BeHTMAALMA

KommyTtaTtopbl MES5448 — 3T0O BbICOKOMPOM3BOAUTE/IbHbIE YCTPOMCTBA, OCHaLLeHHble nHTepdericammn 10GBASE-R 1 40GBASE-
SR4/LR4 v nmpeaHasHayeHHble A8 MCMO/b30BaHWA B OMEPaTOPCKMX CETAX B KayecTBe YCTPOMCTB arperaumm v B LEHTpax
06paboTkm gaHHbIx (LLOA) B KauecTtse Top-of-Rack nam End-of-Row KommyTaTopos.

MopTbl yCTpOICTBa NoaaepmsatoT paboty Ha ckopoctax 1 [éut/c (SFP), 10 réut/c (SFP+) n 40 I'6ut/c (QSFP+), obecneumsas
rMBKOCTb B UCMO/Ib30BaHMM M BO3MOXHOCTb MOCTENEHHOrO nepexoaa Ha 60/1ee BbICOKME CKOPOCTM Nepeaaqn AaHHbIX. He610Ku-
pyemas KOMMyTaLMOHHasA MaTpu1La NMO3BOJIAET OCYLLECTBATb KOPPEKTHYIO 06paboTKy NaKeTOB NPY MaKCMMasIbHbIX Harpy3Kax,
COXPaHAA NPM 3TOM MUHMMAaJIbHbIE U MPEeACKa3yeMble 3a1ePKKM Ha BCex Tunax Tpadmka.

Cxema BeHTUNsAUmMM front-to-back obecneunsaeT addeKTUBHOE OXNaXKAEHNE NPU UCMO/Ib30BAHUKN YCTPOICTB B YC/IOBUAX COBPE-
MeHHbIx LLOA.

ﬂy6ﬂMpOBaHHble BEHTUNATOPbI U UCTOYHUKUN MUTAHUA NOCTOAHHOIO UM NepeMeHHOro ToOKa B CO4eTaHU C pa3BMTOl;’1 cuMcTemom
MOHUTOPWUHTIa annapaTHoﬁ 4yactu yCTpOﬁCTBa NMO3BOJIAKOT MOJIY4YUTb BbICOKME MOKa3aTe/IN HAOEXKHOCTU. yCTpOViCTBa MMerT
BO3MOXXHOCTb ropﬂqeﬁ 3aMeHbl MO,D,W'Ief;I NMUTAaHNA N BEHTUNALLMOHHbIX MOAYHEﬁ, obecneunsasn 66CﬂepE60ﬁHOCTb (I)YHKLI,MOHVI-
poOBaHMA CeTh onepaTtopa.

TexHUUYECKue XapaKTepUCTUKU

10GBASE-R (SFP+)/1000BASE-X (SFP) 48
A0GBASE-SR4/LR4 (QSFP+)
10/100/1000BASE-T (OOB)

USB 2.0

KoHconbHbI nopT RS-232 (RJ-45)

MpounssoanTenbHOCTb

N N

MponyckHaa cnocobHOCTb 1,28 Téut/c
MpPOW3BOANTENLHOCTb Ha NaKeTax AAnHol 64 Gaiita' 943,5 MPPS
O6bem bydepHON NnamaTm 9 Mb
O6bem O3Y (DDR3) 476
O6bem M3Y (SATA SSD) 8Tb
Tabnnua MAC-agpecos 131072
Konunuectso ARP-3anucei 6144
Tabnvua VLAN 4094
Konunuyectso L2 Multicast-rpynn 2048
Konunuectso 802.1ad (QinQ) npasun 4090

! 3HaueHMe yKa3aHo A/19 OAHOCTOPOHHEN Nepesayn.
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TexHuuyeckoe onucaHue :\e LTeX

TexHU4YeCcKue XxapaKTepucTUKu (NnpoponkeHue)

MpounssoanTenbHOCTb

Konnyectso npasua ACL 1023 (ingress)/1023(egress)
Konunuectso IPv4-mapLupytos’ 8200
Konnuectso IPv6-mapLipyTos' 4096
Konnyectso VRRP-mapLupyTtrsatopos 128
Konnuyectso ECMP-rpynn 1023
Konnyectso VRF 64
Konnyectso L3-uHtepdeiicos 256
Link Aggregation Groups (LAG) 64, no 32 noptos B ogHOM LAG
Konunuectso Loopback-uHtepdericos 64
KauectBo obcny»kmuaHua QoS 7 BbIXOAHbIX O4epesei ANA KaXKAoro nopta
Pasmep Jumbo-ppeiimos MaKCMMa/ibHbIl pasmep naketos 12270 6ait
CreknpoBaHue 8 ycTpoiicTB
dyHKuMK nHtepdeiicos ®dyHKuum L3
— 3awmTa oT 610KMpPOBKK ovepeam (HOL) — CTaTMyeckas mapLipyTmsauma
— Mopaepkka obpaTHoro fasneHua (Back Pressure) — Inter VLAN mapupyTtusauma
— Mopaepskka Auto MDI/MDIX — lMNopaepKa NPOTOKONOB AMHAMUYECKON MapLpyTusaumm RIP,
— MNoaaep:kKa cBepXAMHHbIX Kaapos (Jumbo Frames) OSPFv2, OSPFv3, BGP
— YnpasneHue notokom (IEEE 802.3x) — Noppep:kka Address Resolution Protocol (ARP)
— W3onauusa noptos (Protected ports) — Mopapep:kka Proxy ARP
— MopaeprKKka arpernpoBaHma KaHanos LAG — MoaaepkKka MapLupyTU3aLmm Ha ocHoBe NoAnTUK — Policy-
— Moapepkka npotokona LACP Based Routing (IPv4 u IPv6)
— MopaepkKa pasnnMyHbIX MeToA0B 6anaHCUPOBKU TpaduKa — MNoppepka VRF
BLAG — Mopaepxkka BFD

— MNoppaepxka Algorithmic longest prefix match (ALPM)
— MopaeprKka npotokona VRRP

— BbanaHcunposKa Harpysku ECMP

— MNopaepskka UDP Relay/IP Helper

— Moaaep:kka ICMP Throttling (IPv4 n IPv6)

— MNopaepka Loopback-nHtepdeiicos

— Mopaeprkka IPv6 Host

— Moaaepskka IPv6 DHCP Client (Statefull/Stateless)

— Mopaepkka DHCPv6 Server

— CoBmecTHOe nucnonb3soBaHue IPv4, IPv6

dyHKuMm npu pabote c MAC-agpecamu

— Moapep:kka mHoroagpecHon paccbinku (MAC Multicast
Support)

— Cratuueckana ¢unbtpauma MAC-agpecos (Static MAC filtering)

— Bnokuposka nopta/VLAN no MAC-dpunstpy

Noppepxxka VLAN

— Moapep:kka 802.1Q

— Mopaeprkka GVRP

— MNopaepskka VLAN Ha ocHose MAC/IP

— MopaeprkKa pasnnyHbIx pexkumos paboTbl nopta ¢ VLAN
— Moppeprkka Voice VLAN

— HesaBucumblii pexkum obydeHuna B Kaxkaon VLAN

— MopaeprKKa Private VLAN

— Mopapep:kka Layer 2 Protocol Tunneling

dyHKUMM o0becneyeHUa 6€30MacHOCTU KONbLEBbIX TONOMOMMIA
— lMNopaepkka npotokona STP (Spanning Tree Protocol,

IEEE 802.1d)
— MNopaep:kka RSTP (Rapid Spaning Tree Protocol, IEEE 802.1w)

. — Mopaepkka MSTP (Multiple Spanning Tree Protocol,
®dyHKuum L2 Multicast IEEES02.15)

— MNopaepxka IGMP Snooping v1,2,3

— MNopaepxka IGMP Snooping Fast Leave Ha ocHoBe
xocTa/nopta

— Moppepka MLD Snooping v1,2

— Mopgpeprkka MGMD Snooping SSM

— Moppeprkka IGMP n MLD Snooping Querier

— Moppeprkka MVR

— Moppepkka GMRP

— Mopaeprkka PVSTP+

— Mopapepkka RPVSTP+

— lMNopaepkka Spanning Tree Fast Link option
— MNopaepkka STP Root Guard

— MNopaepka STP Loop Guard

— Moppepxkka BPDU Filtering

— MNopaepka STP BPDU Guard

— MNoppaepxKa Loopback Detection (LBD)

! MapuwpyTbl IPV4/IPV6 ncnonb3aytoT obLume annapaTHble pecypchbl.
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TexHUuyeckoe onucaHue "e L I ex
o
®YHKUMOHANbHbIE BO3MOXHOCTU (NpoaosiKeHue)

dyHKUUK ob6ecneyeHua 6e3onacHoOCTU OcCHOBHble PpyHKLUM ynpaBieHns
— MNoaaep:kka DHCP Snooping (IPv4 u IPv6) — 3arpysKa 1 BbIrpy3ka KoHourypaumoHHoro daiina
— Mopaepskka IP Source Guard (IPv4 u IPv6) no TFTP/SCP/FTP/SFTP v uepes USB
— MNopaepxka Dynamic ARP Inspection — 3arpysKa u Bbirpyska daitna NO no TFTP/SCP/FTP/SFTP
— Mopaepskka IPv6 RA Guard (Stateless) nyepes USB
— MpoBepKa NogAMHHOCTU Ha ocHoBe MAC-agpeca, — MNopaepskka npotokona SNMPv1/2/3
orpaHunyeHune konuvectsa MAC-agpecos, ctatndeckne MAC- — WHTepdelic KomaHaHoM cTpoku (CLI)
agpeca — MoppeprKKka SSH-cepsepa
— [poBepKa NOAAMHHOCTX NO NopTam Ha ocHose 802.1x — Web-nHtepdelic
— Mopaeprkka roctesbix VLAN 802.1x — Mopaepkka NETCONF
— MpoBepKa NoA/IMHHOCTM No nopTam Ha ocHoBe MAC (dot1x) — Moppep:kka Syslog
— Cuctema npegotspaweHma DoS-atak — MNopaepskka SNTP (Simple Network Time Protocol)
— CermeHTauma Tpaduka — MNopaepskka ytmaut Traceroute/Ping
— 3awmTa oT HecaHKuMoHMpoBaHHbIX DHCP-cepsepos — lMNoppepxKka AAA
— ®dunbrpauna DHCP-knmeHTOB — JloKanbHasa ayTeHTMdUKaumA
— MpepoTBpalLeHune atak BPDU — MopaeprKKa aBTopmU3aLmMm KOMaHa,
— ®unbtpaumsa NetBIOS/NetBEUI — Moppeprkka RADIUS, TACACS+
dyHKLMK paboTbl co cnuckamm aoctyna (ACL) — BnokupoBka nHTepdeiica ynpasneHus
— MNoaaepka L2-13-L4 ACL (Access Control List) — lMNoaaepikka SSL
— MNopaeprkka Time-Based ACL — lNoaaepkka MakpoKomMaHA,
— Mopgaepka IPv6 ACL — HypHanupoBaHMe BBOAMMbIX KOMAHA,
— ACL Ha ocHoBe: — CUCTEeMHbIN KypHan
— MAC/IP/IPv6-aapecoB UCTOUHMKA/Ha3HaueHUs — AsTomatuyeckas HacTpoika no DHCP
— MNopTa KommyTaTopa — KomaHgb! othagku
— MpwvopuTeTa 802.1p — MexaHn3m orpaHuyeHua TpadurKa B ctopoHy CPU
— VLAN ID — ABTOA0MO/IHEHME KOMAHJ,
— Ethertype — KoHTeKCcTHaA cnpaska
— TOS/DSCP/Preference — Wndposatwe naponei
— Tuna npotokona — CNUCKM KOHTPOANA AOCTYNa yNpaBaeHus
— Homepa nopTa UcToYHMKa/Ha3HauyeHns TCP/UDP DYHKLUUU MOHUTOPUHTA
— Noppepskka pencramnin ACL: — CTaTUCTMKa UHTepdelicoB
— HasHaueHwue BbIXOoAHbIX ovepeael — 3epkanmposaHue nopTtos (SPAN)
— lMepeHanpasnieHue Ui 3epkannposaHue Tpaduka Ha — YpanéHHoe 3epKkanuposaHue noptos (RSPAN)
KOHKPETHbIit nopT — MNopaeprkKa yaaneHHoro moHmutopuHra RMON/SMON
— OrpaHW—leHme CKOPOCTM NOTOKa COOTBETCTBYHOLWMNX —_ nop'p'ep)KKa YO3/IEHHOTO MOHUTOPUHTA sFlow
npasua — IP SLA, Track gns IP SLA
— leHepauma coobLieHwit Ha onpeseneHHoe YnCo — MoHuTopuHr 3arpyskm CPU no 3agavam 1 no tuny tpaduka
nonasaHuii NakeTos NoA Npasu/o — MOHWTOPUHT 3arpy3KK onepaTtueHoin namatu (RAM)
OcHoBHble PpyHKUUM KauecTBa 0b6cnykusaHus (QoS) — MOHUTOPUHT TemnepaTypbl
— CraTuctmka QoS no Bcem noptam — Noagaepskka LLDP (802.1ab) + LLDP MED
— OrpaHUYeHre cKOpPOCTM Ha nopTax (shaping, policing) — BuptyanbHoe TectposaHue kabens (VCT)
— Moppepkka knacca obcnykmeaHus 802.1p — [lnarHocTuka onTuyeckoro TpaHcKBepa
— Moppep:kka pexxmmos gosepua nHtepdelica: IEEE 802.1p, dyHKuMu METRO
IP DSCP — Nopaepska Ethernet OAM
— Knaccudpuraums u mannuur tpaduka Ha ocHose 802.1p u — MNopaepska Connectivity Fault Management (CFM)
IP DSCP — Moppaepskka Unidirectional Link Detection (UDLD)
— Noppepskka Storm Control Ansa pasaunuHoro Tpaduka — MNoppaepxKa Layer-2 Protocol Tunneling (L2PT)
(broadcast, multicast, unknown unicast) — Mopaepskka 802.1ad Double VLAN tagging (B cooTBeTcTBMM
— YnpasaeHne nonocol nponyckaHna nHtepdelica ¢ TR-101)
— YnpasaeHue Nosocol NPonyckaHUA Mo OTAeNbHbIM
oyepeaam

— Crtporas u B3seweHHas (WRR/WFQ) obpaboTka ouepeaeit

— YnpasneHue cbpocom oyepegeit no anroputmam Tail Drop u
Weighted Random Early Detection (WRED)

— Ha3HavyeHne meTok CoS/DSCP Ha OCHOBe K/1accoB

— HacTpolika aBTomatuueckoli VolP Class of Service (CoS)
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TexHHMueckoe onucaHue

dyHKuum Data Center Bridging (DCB)

— Moapep:xka Quantized Congestion Notification (QCN)

— Moapep:kka Enhanced Transmission Selection (ETS)

— Moapep:kka Priority-Based Flow Control (PFC)

— Mopaepskka Data Center Bridging Exchange Protocol (DCBX)

— MNopaepskka MLAG (Virtual Port Channel)

— MNopaepxka FIP Snooping

— Moapep:kKa yckopeHHon KommyTauum (Cut-through
switching)

CrekupoBaHue

— MoapepkKa pe3epBMpPOBaHMA YNPABAAIOLWETO HOHUTA
(macTepa)

— YnpasneHue no ogHomy IP-agpecy

— ABTOMaTMYECKMI BbIBOP YNpaBAAOLWEro oHUTa (MacTepa)

— ABTOMaTMyeckoe obHoBaeHUe MO 1 KoHbUrypaymm no scemy
CTekKy

— lopAYan 3ameHa oTAeNbHbIX MOAYNEN CTEKA

— OdodnanH KoHOUrypUpOBaHME OTAENbHbIX MOAY/IEN CTEKA

— CTtekupoBaHue Ao 8 IOHUTOB B CTEKe

Crangaptbl MIB/IETF

— |EEE 802.3 10BASE-T

— |EEE 802.3u 100BASE-T

— |EEE 802.3ab 1000BASE-T

— IEEE 802.3ac VLAN tagging

— IEEE 802.3ad Link aggregation

— |EEE 802.3ae 10GbE

— IEEE 802.1ak Multiple Registration Protocol (MRP)

— IEEE 802.1as Timing and Synchronization for Time-Sensitive
Applications in Bridged Local Area Networks

— IEEE 802.1s Multiple Spanning Tree compatibility

— IEEE 802.1w Rapid Spanning Tree compatibility

— |EEE 802.1D Spanning Tree Compatibility

— IEEE 802.1Q Virtual LANs with Port-based VLANs

— IEEE 802.1ad Double VLAN tagging (B cooTBeTcTBMM c TR-101)

— IEEE 802.1ag Connectivity Fault Management (CFM)

— IEEE 802.3ah Operations, Administration and Maintenance
(0AM)

— |EEE 802.1Qat Multiple Stream Reservation Protocol (MSRP)

— |EEE 802.1Qav Forwarding and Queuing Enhancements for
Time-Sensitive Streams

— |IEEE 801.1Qbb Priority-based Flow Control

— IEEE 802.1Qau Virtual bridged local area networks
amendment 13: congestion notification (Draft 2.4)

— |EEE 802.1Qaz Enhanced transmission election for bandwidth

sharing between traffic classes (Draft 2.4)

— |IEEE 802.1v Protocol-based VLANs

— IEEE 802.1p Ethernet priority with user provisioning and
mapping

— IEEE 802.1X Port-based authentication and supplicant support

— |EEE 802.3x Flow control

— IEEE 802.1AB Link Layer Discovery Protocol (LLDP)

— ANSI/TIA-1057 LLDP-Media Endpoint Discovery (MED)

— RFC 768 UDP

— RFC 783 TFTP

— RFC7911P

— RFC 792 ICMP

DHELTEX

®YHKUMOHANbHbIE BO3MOXHOCTU (NpoaosiKeHue)

— RFC 793 TCP

— RFC 826 Ethernet ARP

— RFC 894 Transmissions of IP datagrams over Ethernet networks

— RFC 896 Congestion control in IP/TCP networks

— RFC 951 BootP

— RFC 1034 Domain names — concepts and facilities

— RFC 1035 Domain names — implementation and specification

— RFC 1321 Message digest algorithm

— RFC 1534 Interoperation between BootP and DHCP

— RFC 2021 Remote Network Monitoring Management
Information base v2

— RFC 2030 Simple Network Time Protocol (SNTP) v4 for IPv4,
IPv6, and OSI

— RFC 2131 DHCP Client/Server

— RFC 2132 DHCP options and BootP vendor extension

— RFC 2347 TFTP option extension

— RFC 2348 TFTP block size option

— RFC 2865 RADIUS client

— RFC 2866 RADIUS accounting

— RFC 2868 RADIUS attributes for tunnel protocol support

— RFC 2869 RADIUS Extensions

— RFC 3162 RADIUS and IPv6

— RFC 3164 The BSD syslog protocol

— RFC 3580 IEEE 802.1x RADIUS usage guidelines

— RFC 4541 IGMP Snooping and MLD Snooping

— RFC 5171 Unidirectional Link Detection (UDLD) Protocol

— RFC 5176 Dynamic Authorization Server

— RFC 5424 The Syslog Protocol

— RFC 1027 Using ARP to implement transparent subnet gateways
(Proxy ARP)

— RFC 1256 ICMP router discovery messages

— RFC 1757, 2819 RMON MIB

— RFC 1765 OSPF database overflow

— RFC 1812 Requirements for IP version 4 routers

— RFC 1997 BGP Communities Attribute

— RFC 2082 RIP-2 MD5 authentication

— RFC 2131 DHCP relay

— RFC 2328 OSPFv2

— RFC 2370 OSPF Opaque LSA Option

— RFC 2385 Protection of BGP Sessions via the TCP MD5 Signature
Option

— RFC 2453 RIP v2

— RFC 2545 BGP-4 Multiprotocol Extensions for IPv6 Inter-Domain
Routing

— RFC 2918 Route refresh capability for BGP-4

— RFC 3021 Using 31-Bit Prefixes on IPv4 Point-to-Point Links

— RFC 3046 DHCP/BootP relay

— RFC 3101 The OSPF “not so stubby area” (NSSA) option

— RFC 3137 OSPF stub router advertisement

— RFC 3623 Graceful OSPF restart

— RFC 3704 Unicast Reverse Path Forwarding (uRPF)

— RFC 3768 Virtual Router Redundancy Protocol (VRRP) version 2

— RFC 5187 OSPFv3 Graceful Restart

— RFC 5340 OSPF for IPv6

— RFC 5549 Advertising IPv4 Network Layer Reachability
Information with an IPv6 Next Hop

— RFC 5798 Virtual Router Redundancy Protocol (VRRP) version 3
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®YHKUMOHANbHbIE BO3MOXHOCTU (NpoaosiKeHue)

Crangaptbl MIB/IETF (npogonxeHue) — RFC 6022 YANG Module for NETCONF Monitoring

— RFC 5880 Bidirectional Forwarding Detection — RFC 6242 Using the NETCONF Protocol over Secure Shell (SSH)

— RFC 5881 BFD for IPv4 and IPv6 (Single Hop) — RFC 6415 Web Host Metadata

— RFC 6860 Hiding Transit-Only Networks in OSPF — RFC 6536 NETCONF Access Control Model

— RFC 1981 Path MTU for IPv6 — RFC 7223 YANG Data Model for Interface Management

— RFC 2460 IPv6 Protocol Specification — RFC 7277 YANG Data Model for IP Management

— RFC 2464 IPv6 over Ethernet — RFC 7317 YANG Data Model for System Management

— RFC 2711 IPv6 Router Alert — RFC 2246: The TLS Protocol, version 1.0

— RFC 3056 Connection of IPv6 Domains via IPv4 Clouds — RFC 2818: HTTP over TLS

— RFC 3315 Dynamic Host Configuration Protocol for IPv6 — RFC 3268: AES Cipher Suites for Transport Layer Security
(DHCPvV6) SSH 1.5 and 2.0

— RFC 3484 Default Address Selection for IPv6 — RFC 4251: SSH Protocol Architecture

— RFC 3493 Basic Socket Interface for IPv6 — RFC 4252: SSH Authentication Protocol

— RFC 3513 Addressing Architecture for IPv6 — RFC 4253: SSH Transport Layer Protocol

— RFC 3542 Advanced Sockets API for IPv6 — RFC 4254: SSH Connection Protocol

— RFC 3587 IPv6 Global Unicast Address Format — RFC 4716: SECSH Public Key File Format

— RFC 3633 IPv6 Prefix Options for Dynamic Host Configuration — RFC 4419: Diffie-Hellman Group Exchange For The SSH
Protocol (DHCP) version 6 Transport Layer Protocol

— RFC 3736 Stateless DHCPv6 — RFC 1858 Security Considerations for IP Fragment Filtering

— RFC 4213 Basic Transition Mechanisms for IPv6 — RFC 2474 Definition of the Differentiated Services Field

— RFC 4291 Addressing Architecture for IPv6 (DS Field) in the IPv4 and IPv6 headers

— RFC 4443 ICMPv6 — RFC 2475 An architecture for differentiated services

— RFC 4861 Neighbor Discovery — RFC 2597 Assured forwarding Per Hop Behavior (PHB) group

— RFC 4862 Stateless Autoconfiguration — RFC 2697 Single-Rate Policing

— RFC 6164 Using 127-bit IPv6 Prefixes on Inter-router Links — RFC 3246 An expedited forwarding PHB

— RFC 6583 Operational Neighbor Discovery Problems — RFC 3260 New terminology and clarifications for DiffServ

— RFC 854 Telnet — RFC 1997 BGP Communities Attribute

— RFC 855 Telnet Option Specifications — RFC 2385 Protection of BGP Sessions via the TCP MD5 Signature

— RFC 1155 SMI v1 Option

— RFC 1157 SNMP — RFC 2545 BGP-4 multiprotocol extensions for IPv6 inter-domain

— RFC 1212 Concise MIB definitions routing

— RFC 1867 HTML/2.0 forms with file upload extensions — RFC 2918 Route Refresh Capability for BGP-4

— RFC 1901 Community-based SNMP v2 — RFC 4271 A Border Gateway Protocol 4 (BGP-4)

— RFC 1908 Coexistence between SNMP v1 and SNMP v2 — RFC 4360 BGP Extended Communities Attribute

— RFC 2068 HTTP/1.1 protocol as updated by draft-ietf-http-v11- — RFC 4456 BGP Route Reflection: An Alternative to Full Mesh
spec-rev-03 Internal BGP (IBGP)

— RFC 2271 SNMP Framework MIB — RFC 4486 Subcodes for BGP Cease Notification Message

— RFC 2295 Transparent Content Negotiation — RFC 4724 Graceful Restart

— RFC 2296 Remote Variant Selection; RSVA/1.0 State — RFC 4760 Multiprotocol Extensions for BGP-4
Management “Cookies” — draft-ietf-http-state-mgmt-05 — RFC 5492 Capabilities Advertisement with BGP-4

— RFC 2576 Coexistence between SNMP v1, v2, and v3 — RFC 6793 BGP Support for Four-Octet Autonomous System (AS)

— RFC 2578 SMI v2 Number Space

— RFC 2579 Textual Conventions for SMI v2 — RFC 7047 Open vSwitch Database Management Protocol

— RFC 2580 Conformance statements for SMI v2 — ANSI/INCITS Fibre Channel backbone-5 (FC-BB-5) Rev 2.0.0 —

— RFC 2616 HTTP/1.1 FIP Snooping bridge

— RFC 3410 Introduction and Applicability Statements for
Internet Standard Management Framework

— RFC 3411 An Architecture for Describing SNMP Management
Frameworks

— RFC 3412 Message Processing and Dispatching for SNMP

— RFC 3413 SNMP v3 Applications

— RFC 3414 User-Based Security Model for SNMP v3

— RFC 3415 View-Based Access Control Model for SNMP

— RFC 3416 Version 2 of the Protocol Operations for SNMP

— RFC 3417 Transport Mappings for SNMP

— RFC 3418 Management Information Base for SNMP

— RFC 6020 A Data Modeling Language for NETCONF
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TexHuuyeckoe onucaHue :\G LTeX

dusunyeckue xa PaKTEepPUCTUKn

®dusnueckne napameTpbl U YCIOBUA OKPY>KaIOLLEN Cpeabl

MakcumanbHas notpebasemas

160 Bt
MOLLHOCTb
TennosblgeneHue 160 Bt
CeTb NnepemMeHHOro Toka: 176—264 B, 50 Iy,
CeTb NOCTOAHHOrO TOKa: 36—72 B
BapunaHTbl NUTaHmA:
MutaHne

® OAVH UCTOYHMK NUTAHNA NOCTOSHHOIO MW NEPEeMEHHOro ToKa
°® 1BA UCTOYHMKA MUTAHMA MOCTOAHHOTO UM MEPEMEHHOTO TOKA C BO3MOMKHOCTbIO
ropayer 3ameHbl
Pabouas Temnepatypa

. ot 0 go +45 °C
OKpY’KaloLLen cpesbl

Temnepatypa XpaHeHuA ot -40 po +70 °C

OTHOCUTEeNbHAA BAAXKHOCTb npwu sKkcnayatayumn

He 6onee 80 %
(6e3 obpaszoBaHUA KOHAEHcaTa)

BeHTunauna Front-to-Back, 4 BeHTUnATOPA
e e e c2anoss s
NcnonHeHue 19", 1U

Fabapubl (LW x B xT) 440 x 44 x 425 mm
Macca 6,2 Kr

UHdopmauma gna 3akasa

HanmeHoBaHue

Ethernet-kommytatop MES5448, 1 nopt 10/100/1000BASE-T (OOB), 48 noptos 10GBASE-R (SFP+)/
1000BASE-X (SFP), 4 nopta 40GBASE-SR4/LR4, 1 nopt USB, kommyTaTop L3

ConyTtcrBylowme ToBapbl

PM350-220/12 Mopynb nutanma PM350-220/12, 176-264 B AC, 350 BTt

MES5448

PM350-48/12 Moaynb nutanma PM350-48/12, 36-72 B DC, 350 Bt

ConyTcTeylowee nporpammHoe obecneyeHue

Onuma ECCM-MES5448 cuctembl ynpasneHus Eltex ECCM ana ynpaBneHMa M MOHUTOPUHIA CETEBLIMM

et anemeHTamu Eltex: 1 ceteBoit anemeHT MES5448

Cpenatb 3aka3s 0 KomnaHuu Eltex

Npepnpuatne «NTEKC» — BeayLwmii pOCCUNCKUI pa3paboTymK 1 Npoms-

Q‘ @ ;E;:: BOAMTE/Nb KOMMYHMKaLMOHHOrO 060pyaoBaHus ¢ 30-neTHei uctopuei.
+7 (383) 274 1001 eltex@eltex-co.ru eltex-co.ru KOMMNAeKCHOCTb peLieHnii U BO3MOMKHOCTb MX 6eclloBHOM MHTerpaumu
+7 (383) 274 48 48 B MHOPACTPYKTYpYy 3aKasumKka — NPUOPUTETHOE HanpaBAeHWe Pas3BUTUA

KOMMNaHuU.

eltex-co.ru
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